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Abstract of the contribution: In order to enhance Monitoring Event configuration and Monitoring Event reporting procedure for group basis, and the monitoring report from the MMS/SGSN needs to include user identity.
Background

Following text describes current Monitoring Event procedure.

Monitoring Event configuration procedure

· SCEF sends Monitoring Request message to the HSS in order to configure Monitoring Event. In this message, the SCEF includes External ID/MSISDN, SCEF ID, SCEF Reference ID, and etc.

· HSS sends Insert Subscriber Data Request message to the MME/SGSN in order to configure Monitoring Event. In this message the HSS includes Monitoring Type, SCEF ID, SCEF Reference ID, and etc.
· If the Monitoring Event configuration is successful, the MME/SGSN sends an Insert Subscriber Data Answer to the HSS, and the HSS send Monitoring Response message to the SCEF to ACK of the Monitoring Event request.

Monitoring Event reporting procedure

· After the above configuration procedure, if the MME/SGSN detects the Monitoring Event, the MME/SGSN sends Monitoring Indication message to the SCEF. In this message, MME/SGSN includes SCEF Reference ID and Monitoring Event Report. There is no User Identity in this message according to TS 29.128.
(TS 29.128)

6.2.5
Reporting-Information-Request (RIR) Command

The Reporting-Information-Request (RIR) command, indicated by the Command-Code field set to 8388719 and the "R" bit cleared in the Command Flags field, is sent from:

-
the MME/SGSN to the SCEF;

-
the MME/SGSN to the IWK-SCEF and

-
the IWK-SCEF to the SCEF.

This command is originally defined in 3GPP TS 29.336 [5].

For the T6a/T6b interface, the Reporting-Information-Request command format is specified as following:
Message Format:

< Reporting-Information-Request > ::=
< Diameter Header: 8388719, PXY, 16777346 >

< Session-Id >

[ DRMP ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }

[ OC-Supported-Features ]

*[ Supported-Features ]

*[ Monitoring-Event-Report ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]

6.4.3
Monitoring-Event-Report
The Monitoring-Event-Report AVP is of type Grouped. It shall contain the Monitoring event report data. It is originally defined in 3GPP TS 29.336 [5].
For the T6a/T6b interface, the Monitoring-Event-Report AVP format is specified as following:

AVP format:

Monitoring-Event-Report ::= <AVP header: 3123 10415>

{ SCEF-Reference-ID }

[ SCEF-ID ]

[ Monitoring-Type ]

[ Reachability-Information ]

[ EPS-Location-Information ]

[ Communication-Failure-Information ]

*[ Number-Of-UE-Per-Location-Report ]

*[AVP]

The AVPs applicable for each Monitoring-Type reported by the MME/SGSN are specified under subclause 5.2.2.

Observation 1: MME/SGSN does not include UE identity in the Monitoring Event reporting message. Instead, the MME/SGSN provides the SCEF Reference ID. The SCEF Reference ID is used by the SCEF to determine the UE that is associated with the Monitoring Event. 
By the way, the HSS always includes User Identity (External ID or MSISDN) in the Monitoring Event reporting message as specified in the TS 29.336, so that the SCEF can identify the User reported by HSS.
7.2.2
Reporting on S6t

7.2.2.1
General

This procedure is used between the HSS and the SCEF. 

When the procedure is invoked by the HSS, it is used for reporting:

-
the change of association of the UE and UICC and/or new IMSI-IMEI-SV;
-
the UE reachability for SMS-
Roaming status (Roaming or No Roaming) of the UE, and change in roaming status of the UE.
This procedure is mapped to the commands Reporting-Information-Request/Answer in the Diameter application specified in clause 8. The tables 7.2.2.1-1 and 7.2.2.1-2 detail the involved information elements.

Table 7.2.2.1-1: Reporting Information Request

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
(see 8.4.36)
	User-Identifier 
	C
	This information element shall contain the User Identity of the UE. This is a grouped AVP containing an External Identifier and/or an MSISDN. This AVP shall not carry the IMSI towards the SCEF.

	Supported Features

(See 3GPP TS 29.229 [7])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Monitoring Event Report

(see 8.4.3)
	Monitoring-Event-Report
	O
	If a report is available in the HSS this information element shall contain the requested data available in the HSS.

	Supported Services 

(see 8.4.40)
	Supported-Services
	O
	If present, this Information Element shall contain AVPs indicating details of the services supported by the HSS.


Discussion

As defined in the current operation, the SCEF allocates a SCEF Reference ID for the group requested from the SCS/AS per group. Hence the SCEF Reference ID can be used only to identify the group of UEs, not each UEs in the group. If the MME/SGSN sends Monitoring Indication message to the SCEF without including UE identity, the SCEF cannot figure out which UE’s Monitoring Event has been detected. Including UE identity in the Monitoring report message is required for the group-based Monitoring Event procedure in order to cover the case where some of UEs in the group has been detected for the Event but others have not. The SCEF and the SCS/AS need to know which UEs in the group have been reported for the Monitoring Event.

Discussion point 1: MME/SGSN needs to provide User Identity in the Monitoring Event report message to allow the SCEF to determine which UE the event is associated with.

In that sense, MME/SGSN can use current Monitoring Event report message for individual Monitoring Event configuration, but for group-basis Monitoring Event configuration, MME/SGSN needs to send Monitoring Event report message including UE identity.
Discussion point 2: MME/SGSN may need to determine whether the Monitoring Event is for group-basis in order to send Monitoring Event report including UE identity. The necessity of this indication depends on alternative options.
Proposals
Option 1: Using IMSI as User identity
1. SCS/AS requests monitoring event configuration to the SCEF with External Group ID.
2. SCEF requests monitoring event configuration to the HSS with External Group ID.
3. HSS response the monitoring event configuration to SCEF including IMSI – External ID/MSISDN mapping list for the group.

( New: HSS provides list of IMSI – External ID mapping for the group in the response message
4. HSS send Insert Subscription Data request to MME/SGSN.
5. When the event is detected by MME/SGSN, the MME/SGSN sends monitoring event report to the SCEF with including IMSI.
( New: MME/SGSN includes IMSI in the report for both the individual UE case and group member case.
NOTE: Rel-14 MME/SGSN can include the IMSI to all event reporting, and only rel-14 SCEF processes IMSI information in the report. It would be further discussed if SA2 takes option 1 as a way-forward.
6. When the event is detected by HSS, the HSS sends monitoring event report to the SCEF with including External ID.

NOTE: Currently, referring to TS 29.336, HSS includes External ID or MSISDN as User Identity. 
7. If the SCEF receives the monitoring event report from the MME/SGSN, the SCEF identifies the UE by IMSI and maps IMSI to External Identifier before reporting the event to the SCS/AS. 
8. If the SCEF receives the monitoring event report from the HSS, the SCEF identifies the UE by External ID included in the message before reporting the event to the SCS/AS.
Option 2: using External ID/MSISDN as User Identity
1. SCS/AS requests monitoring event configuration to the SCEF with External Group ID.

2. SCEF requests monitoring event configuration to the HSS with External Group ID.
3. HSS send Insert Subscription Data request to MME/SGS with including External ID/MSISDN and monitoring event configuration parameters.

( New: External ID can be included in the ISD request. Also in the monitoring event configuration parameter, HSS needs to include indication to indicate the requested monitoring event is for group of UEs so that MME/SGSN can recognize the requested MONTE is for group basis. (In order to cover the case of that the UE uses MSISDN not External ID, this indication is required. If HSS includes MSISDN in the ISD request, MME/SGSN doesn’t recognize whether it is for group based MONTE or other services using MSISDN)
4. When the event is detected by the MME/SGSN, the MME/SGSN sends monitoring event report message to the SCEF with including External ID/MSISDN.

5. When the event is detected by the HSS, the HSS sends monitoring event report to the SCEF with including External ID/MSISDN.

6. If the SCEF receives the monitoring event with user identity (either External ID or MSISDN), the SCEF forwards the received user identity in the reporting to the SCS/AS. 
NOTE: HSS doesn’t have to provision External ID/MSISDN list to the SCEF. SCEF can identify the reporting is for group of UEs by checking SCEF reference ID which is for the group. Therefore the SCEF can figure out the SCS/AS and forwards monitoring event with received user identity (External ID/MSISDN) which can be identified by the SCS/AS.

Option 3: using External ID/MSISDN as User Identity and provide this parameter as a part of monitoring configuration

1. SCS/AS requests monitoring event configuration to the SCEF with External Group ID.

2. SCEF requests monitoring event configuration to the HSS with External Group ID.
3. HSS send Insert Subscription Data request to MME/SGSN with including External ID/MSISDN in the monitoring event configuration parameters.

( New: External ID/MSISDN is included as one of monitoring event configuration parameter in ISD request. In this option, HSS doesn’t have to indicate to MME/SGSN the requested monitoring event is for group of UEs. The MME/SGSN doesn’t have to recognize the requested MONTE is for group of UEs rather the MME/SGSN sends back the user identity in the monitoring report if received.
4. When the event is detected by the MME/SGSN, the MME/SGSN sends monitoring event report message to the SCEF with including External ID/MSISDN.

5. When the event is detected by the HSS, the HSS sends monitoring event report to the SCEF with including External ID/MSISDN.
6. If the SCEF receives the monitoring event with user identity (either External ID or MSISDN), the SCEF forwards the received user identity in the reporting to the SCS/AS.
NOTE: HSS doesn’t have to provision External ID/MSISDN list to the SCEF. SCEF can identify the reporting is for group of UEs by checking SCEF reference ID which is for the group. Therefore the SCEF can figure out the SCS/AS and forwards monitoring event with received user identity (External ID/MSISDN) which can be identified by the SCS/AS.

Option 4: using individual SCEF reference ID during the group-based monitoring event configuration procedure

1. SCS/AS requests monitoring event configuration to the SCEF with External Group ID.

2. If SCEF is not preconfigured with the list of External IDs/MSISDNs for the group, SCEF needs to interact with SCS/AS or HSS to be provided the list of External IDs/MSISDNs for the group. If SCEF is preconfigured, this step is not necessary.
( New: Provisioning of list of External IDs/MSISDNs for the group may be required.
3. SCEF allocates SCEF Reference ID to each user identity (either External ID or MSISDN) in the list for the group.
4. SCEF requests monitoring event configuration to the HSS with list of SCEF reference ID along with list of user identities (either External ID or MSISDN).
5. HSS send Insert Subscription Data request to MME/SGSN with SCEF reference ID corresponding to the UE identified by External ID/MSISDN.
6. When the event is detected by MME/SGSN, the MME/SGSN sends monitoring event report to the SCEF as legacy behaviour.
7. When the event is detected by HSS, the HSS sends monitoring event report to the SCEF as legacy behaviour.
8. If the SCEF receives the monitoring event report from the MME/SGSN or HSS, the SCEF identifies the UE by SCEF reference ID, and then reports to the SCS/AS.
Evaluation for 4 options

	Options

Entities
	Option 1

(Using IMSI)
	Option 2

(Using External ID)
	Option 3

(External ID in the MONTE config. Param)
	Option 4

(Using list of SCEF Ref. ID)

	SCEF
	Need to be provisioned mapping list of IMSIs-External ID/MSISDN for the group from HSS during
Request group basis MONTE using External Group ID
	Request group basis MONTE using External Group ID
	Request group basis MONTE using External Group ID
	Need to be provisioned list of user identity (External ID or MSISDN) for the group
Request group-basis MONTE with list of External IDs and list of SCEF ref. IDs

	HSS
	Need to provision to SCEF the list of IMSIs-External ID/MSISDN mapping for the group
	Include indication to indicate group based MONTE
Include External ID/MSISDN in the Insert Subscription Data request to the MME/SGSN
	Include External ID/MSISDN as MONTE configuration Parameter to the MME/SGSN.
	Need to provision list of External IDs for the group to SCEF

	MME/SGSN
	Include IMSI in the monitoring report in all cases
	Recognize the indication for group based MONTE

Include External ID in the monitoring report
	Include the received External ID/MSISDN from the HSS in the monitoring report to the SCEF
	None


Conclusion
Based on the e-mail discussion on MTC reflector, there are 3 supporters on option 1 and 5 supporters on option 3. There were objection to option 2 and option 4. Therefore, it is proposed to take Option 3 into account as way forward. Note that option 3 has no impact on release-13 procedure while option 1 causes change on release-13 procedure.

Related CR is submitted as S2-164784.
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